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UNC-Chapel Hill Guest Wireless Connection User Agreement 
 
The University of North Carolina at Chapel Hill (UNC-Chapel Hill or University) Guest wireless (Wi-Fi) 
connection (Guest Wi-Fi) is unencrypted and is not a secure form of connection. Guest Wi-Fi is a free, 
public internet service provided by UNC-Chapel Hill on an “as-available” and “as-is” basis. UNC-Chapel Hill 
makes no guarantees or warranties of any kind whatsoever with respect to Guest Wi-Fi. Access is at the 
sole discretion of UNC-Chapel Hill, and may be blocked, suspended, restricted, or terminated at any time 
for any reason.  
 
Guest Wi-Fi users assume all risk and responsibility for their use of Guest Wi-Fi, as Guest Wi-Fi is more 
susceptible to compromise. Security issues may include, without limitation, interception of transmissions, 
loss of data, and the introduction of viruses and other programs that may corrupt or damage your 
equipment. Sensitive information, such as credit card numbers, Social Security numbers, online banking 
information, student data, passwords, and any other personal, secure, financial, or confidential 
information should not be transmitted over Guest Wi-Fi. 
 
When using Guest Wi-Fi, users shall abide by all applicable international, federal, state, and local laws, 
rules, and regulations, and all applicable UNC-Chapel Hill policies, standards, and procedures.  
 
Guest Wi-Fi users are responsible for ensuring that any device used to connect to Guest Wi-Fi has current 
anti-virus protection and system software. UNC-Chapel Hill is not liable for any damage to any equipment, 
software, or data resulting from the use of Guest Wi-Fi. 
 
UNC-Chapel Hill is not liable for any costs or damages arising from or otherwise related to any indirect, 
special, consequential, incidental, punitive, or exemplary damages arising out of or related to this 
Agreement or the use of Guest Wi-Fi. 
 
In the event a non-University affiliated client attempts to use Guest Wi-Fi to process a credit card 
transaction, the following criteria must be met: (1) there is no affiliation whatsoever with UNC-Chapel Hill; 
(2) the merchant number used for the transaction is not affiliated with UNC-Chapel Hill; and (3) the non-
University affiliated client uses his/her/its own equipment to complete the transaction. Non-University 
affiliated clients may use their own POS terminals with an analog phone line.  
 
University affiliated and non-University affiliated clients shall be solely responsible for complying with the 
Payment Card Industry Data Security Standard (PCI-DSS) and the Payment Application Data Security 
Standard (PA-DSS) in their acceptance and processing of any and all credit card transactions.  
 
No equipment or technical support shall be provided by UNC-Chapel Hill for processing credit card 
transactions for non-affiliated entities. 
 
By signing this Agreement and accessing Guest Wi-Fi, the user has read and understood this Agreement 
and agrees to comply with and to be legally bound by its terms. 
 

Organization: 

Printed Name: Title: 

Signature: Date: 
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